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Abstract of the contribution: the document proposes a comparison of the solutions for evaluation purposes.  
1. Discussion
Currently, three solutions have been proposed for KI#3. This paper focuses on solutions 3.1 and solution 3.2.

2. Proposal

***** Start of Change *****

7.x 
Evaluation for KI#3: Access to specific Network Slices authorized and authenticated through additional User Identifiers
The solution evaluation for KI#3 described below focuses on the solutions 3.1 and 3.2. 

7.x.1 
Solution Comparisons

	Architecture/ Performance/ Deployment Impacts
	Solution 3.1

(Secondary Authorization Triggered by first PDU session establishment) 
	Solution 3.2

(Secondary Authorization Triggered by Availability of Allowed NSSAI)

	UE Impact
	Support of potentially two sequential EAP procedures at PDU session establishment procedure for first PDU session of a slice that also requires DN authentication/authorization.

UE is configured with slice-specific identifiers
	Support of multiple simultaneous EAP procedures after primary authentication in registration procedure.

UE is configured with slice-specific identifiers

	AMF Impact 
	
	Requires AMF to handle multiple simultaneous EAP authentication procedures.

Requires AMF to handle error cases for failure and retry of multiple EAP authentication procedures

	SMF Impact
	Support of multiple EAP procedure when both slice authentication and DN authentication is required.
	N/A

	AAA Impact 
	No impact on 5GS AAA
	5GS AAA needs interfacing with external Slice-AAAs

	UDM Impact
	UDM stores an indication that slice secondary authentication is needed for an S-NSSAI.
Stores status of slice authentication for a specific slice.

Store list of SMFs corresponding to a slice to trigger PDU session release at slice de-authorization.
	UDM stores an indication that Slice-Specific Secondary Authentication and Authorisation is needed for an S-NSSAI, 

	EAP procedure Impact 
	None
	

	Performance Impact
	No impact on registration procedure.
Potentially two sequential EAP procedures at PDU session establishment procedure for first PDU session of a slice that also requires DN authentication/authorization.
	Impacts registration procedure MM timers due to EAP procedures and potential retries/error cases, even in scenarios in which the UE may never establish connectivity for a slice being authenticated.
No impacts on PDU session establishment.

	Deployment Considerations 
	
	


7.x.2
Evaluation Analysis

***** End of Changes *****
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